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With the number of U.S. residents 65 and older projected to grow from 41 to 86 million by 2050, elder financial exploitation is emerging as a serious consumer threat, and an increasingly important risk management area for financial institutions. According to the American Association of Retired Persons ("AARP"), every year "abuse and exploitation rob older Americans of $3 billion." In response to this rising problem, state legislatures and state and federal financial regulators are imposing heightened expectations on financial institutions to identify, report, and prevent elder financial abuse. The Consumer Financial Protection Bureau ("CFPB") in particular has indicated enhanced scrutiny of financial institutions’ elder abuse prevention efforts; in an April 2015 speech at the White House Conference on Aging Regional Forum, CFPB Director Richard Cordray stated that the CFPB is "calling on financial institutions to do their part to help protect older Americans” as financial institutions are well positioned to recognize scams against older consumers as well as unusual financial behavior. The ABA has also recently "called upon financial institutions to educate employees and consumers alike on identifying these crimes against the elderly and talked about the importance of banks’ partnerships with law enforcement and social service organizations to help prevent fraud and financial abuse."

Risk of elder financial abuse is not limited to certain kinds of financial products and services. It is a dangerous misconception to assume that only products marketed directly to older customers, such as reverse mortgages and retirement accounts, can create exposure to liability for elder financial exploitation. It is a similar misconception to conclude that elder financial abuse exposure is limited to a financial institution’s own products, services, or customer interactions. Any time a financial institution interacts with a customer over a certain age in person or online, it could be exposed to liability and regulatory actions if it has not implemented strong policies and procedures and trained employees to identify signs of elder financial abuse by third parties. In fact, in many states, financial institutions bear a legally enforceable responsibility to report elder financial abuse.

Given the increased attention to elder financial abuse prevention, federal and state law enforcement and regulators are applying enhanced scrutiny in this area; laws and regulatory focus are evolving. There is a new regulatory focus on cyber crime, which poses a significant threat to older consumers.
This article provides an overview of the legal landscape applicable to identifying and reporting financial abuse, identifies some recent legal and regulatory changes in this area, and serves as a guide for financial institutions to review their existing compliance efforts.

Increasing Scrutiny from the CFPB

Elder financial exploitation has emerged as a hot topic in consumer protection, as evidenced by increased activity by and focus from the CFPB. The CFPB’s Office for Older Americans has been actively studying elder financial abuse and has been issuing numerous reports to Congress. One such report explored the potential problem of “senior designation” credentials that many financial advisors use when they market their services to older Americans to indicate they have advanced expertise in older consumers’ financial needs. According to the CFPB’s report, these credentials indicated special training or expertise in older consumers’ financial needs but generally were not supported by any specific training or increased knowledge. Based on its findings, the CFPB made recommendations to policymakers that they implement rigorous training standards for and increase supervision and enforcement with respect to the use of senior designation credentials.

Current State of State Law Reporting Requirements

Approximately half of states in the U.S. require financial institutions and/or their employees to report cases of elder financial abuse. State laws vary with respect to their reporting requirements and the range of companies subject to such requirements. Some states mandate reporting, while others merely permit reporting of suspected elder financial abuse. The entities required to report also vary—in some states, the applicability of reporting requirements may be limited to banks, whereas in other states such requirements extend to a wide range of financial institutions and their employees.

For example, California mandates that all officers and employees of financial institutions report financial abuse. Under California law, “financial institution” includes any federally- or state-chartered bank, savings association, or credit union as well as any institution-affiliated party, such as a director, officer or employee of the institution. In particular, California’s law provides:

Any mandated reporter of suspected financial abuse of an elder or dependent adult who has direct contact with the elder or dependent adult or who reviews or approves the elder or dependent adult’s financial documents, records, or transactions, in connection with providing financial services with respect to an elder or dependent adult, and who, within the scope of his or her employment or professional practice, has observed or has knowledge of an incident, that is directly related to the transaction or matter that is within that scope of employment or professional practice, that reasonably appears to be financial abuse, or who reasonably suspects that abuse, based solely on the information before him or her at the time of reviewing or approving the document, record, or transaction in the case of mandated reporters who do not have direct contact with the elder or dependent adult, shall report the known or suspected instance of financial abuse.  

Thus, California’s legally mandated reporting requirement applies not only to a bank teller who directly interacts with an older consumer, but also to any bank officer who approves the transaction, and potentially even to other employees that review a pattern of transactions that would reasonably indicate financial exploitation of the consumer.

In contrast, the state of Washington does not mandate reporting, but permits financial institutions and their employees to report suspected elder financial exploitation to the proper authorities. Importantly, although Washington does not mandate reporting, Washington defines the term “financial
“institution” much more broadly—financial institutions include banks, trust companies, mutual savings banks, savings and loan associations, credit unions, broker-dealers, and investment advisers.¹³

**Growing Expectations from States**

In recent months state legislatures have begun to proactively consider measures to further enhance elder financial protection requirements in their states.

- In May, Georgia amended its elder abuse law, which requires financial institutions, investment companies, and their employees to report elder financial exploitation, to clarify the actions that government agencies are required to take upon receiving reports of elder abuse.¹⁴

- In June, Missouri enacted a law that authorizes broker-dealers to refuse a disbursement request from the account of an adult who is 60 years of age or older (or, alternatively, disabled) when the broker-dealer reasonably suspects such disbursement may result in financial exploitation.¹⁵ If the broker-dealer refuses to make the disbursement, he must make reasonable effort to notify parties authorized to transact business on the account within two days and to notify the Department of Health and Senior Services and Commissioner of Securities within three days.

- In July, Maine enacted An Act to Strengthen the Protections for Senior Citizens in the State, which, among other things, revises Maine’s elder abuse law to redefine “abuse” to include financial exploitation.¹⁶

- New York’s senate recently passed Bill S. 639, which if adopted would grant banks discretion to refuse any transaction requiring the disbursement of money from a vulnerable adult’s account when a bank, social services official, or law enforcement agency reasonably suspects that the vulnerable adult is being financially exploited.¹⁷

- Ohio is currently considering the Ohio Elder Justice Act, a bill that would among other things mandate that financial institutions report suspected elder abuse.¹⁸ The bill has passed the Ohio House of Representatives and is currently pending in the Senate.¹⁹

This recent uptick in state legislative action reflects a trend toward enhanced awareness of the growing social problem of financial exploitation of elderly citizens. Moreover, state governments appear to have recognized financial institutions and their employees as best positioned to combat elder abuse and are increasingly designating financial institutions as the protectors of older consumers.

As concern for and awareness of elder financial exploitation deepens, a financial institution’s failure to adequately address the risk of abuse in its compliance programs and employee training could expose it to significant consumer litigation liability as well as enforcement actions by state, and federal, regulators in the future.

**Emerging Cybersecurity Concerns**

Although not often discussed, older consumers may be particularly at risk of identity theft and other forms of cyber fraud. Often, older consumers have high credit scores and established savings which can make them attractive targets for identity thieves and hackers; moreover, older consumers may lack the technology skills and techniques to identify scams or protect themselves from such cyber
criminals. For example, less technologically sophisticated consumers are more vulnerable to phishing attacks (mass emails sent by cyber criminals requesting sensitive information or directing users to visit fake websites). Financial institutions should be particularly aware of the impact data breaches or cyber hacks may have on their elderly consumers and may deem it prudent to take additional disclosure efforts for their older consumers.

However, the greatest risk to elder consumers online may be the people they trust most. According to a 2009 study, family members and caregivers are the culprits in 55 percent of elder financial exploitation cases. Elder consumers may share their online banking account information and passwords with family members or caregivers. Armed with this information, family members and caregivers can easily access an elder consumer’s online banking account and take unauthorized actions, for example transferring money to their own accounts. The risk of online account exploitation by family members poses a significant challenge for financial institutions—both to identify and prevent. This risk is further exacerbated by the unwillingness consumers often have to report exploitation by a person they depend upon.

To date, the Federal Banking Agencies (the “FBAs”) have provided scant guidance regarding mitigating this type of risk. Financial institutions may decide to deem all online banking accounts held by older consumers as high risk and impose a heightened level of monitoring on these accounts for red flag transactions, such as sudden substantial increases in mobile account payments to the accounts of relatives. By monitoring elder consumers’ accounts for sudden shifts in online activity, financial institutions can identify and report possible exploitation. Although this level of risk management does not appear to be required by current FBA regulation or guidance, as discussed above, financial institutions may have a duty under state law to investigate and report this form of abuse.

**Action Items for Financial Institutions**

- In light of the changing state laws in this area, make sure to maintain an updated state survey of elder financial abuse laws and reporting requirements (which we previously discussed here) that apply to your financial institution and employees in the states in which your institution operates, and in states where these laws may otherwise potentially apply when you have contact with current or potential customers in that state;

- Establish and implement policies and procedures that train employees to recognize and report signs of elder financial exploitation, including:
  - Sudden reluctance to engage with financial institution employees to discuss financial matters;
  - Sudden, atypical, or unexplained withdrawals, wire transfers, or other changes in their financial situations;
  - Checks not clearing or bills not being paid;
  - Sudden increase in spending by family or friends with access to the elder’s account;
  - Transfer of title of home or other assets to another person for no apparent reason;
  - Large, frequent “gifts” given to a caregiver;
  - Large, unexplained loans.
Open a dialogue with local law enforcement, including Adult Protective Services agencies, and know how to file a report;\textsuperscript{21} 
Periodically review policies and procedures regarding elder financial exploitation prevention; consider providing additional training to customer-facing employees on identifying and preventing elder financial abuse; 
Coordinate with affiliates to consider implementing similar measures for preventing potential elder financial abuse; and 
Consider enhancing consumer fraud education programs and information.
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2. Except where otherwise specified, “elder financial exploitation,” “elder abuse,” and related terms are used interchangeably in this article. The definitions of such terms vary by state.


8 See id.

9 In California, “financial abuse” occurs when a person or entity does any of the following: (1) Takes, secretes, appropriates, obtains, or retains real or personal property of an elder or dependent adult for a wrongful use or with intent to defraud, or both. (2) Assists in taking, secreting, appropriating, obtaining, or retaining real or personal property of an elder or dependent adult for a wrongful use or with intent to defraud, or both. (3) Takes, secretes, appropriates, obtains, or retains, or assists in taking, secreting, appropriating, obtaining, or retaining, real or personal property of an elder or dependent adult by undue influence. Cal. Welf. & Inst. Code § 15610.30(a).

10 “Elder” means any person residing in California who is 65 years or older. “Dependent adult” means any person between the ages of 18 and 64 years who resides in CA and who has physical or mental limitations that restrict his or her ability to carry out normal activities or to protect his or her rights, including, but not limited to, persons who have physical or developmental disabilities, or whose physical or mental abilities have diminished because of age. “Dependent adult” also includes any person between 18 and 64 years of age who is admitted as an inpatient to a 24-hour health facility. Cal. Welf. & Inst. Code § 15610.30(a).


12 2 Rev. Code Wash. § 74.34.020(13).

13 2 Rev. Code Wash. § 74.34.020(7); 2 Rev. Code Wash. § 30.22.040.


15 Missouri Senate Bill 244, enacted/effective June 12, 2015, available at https://legiscan.com/MO/text/SB244/id/1075343.


