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DPA Response Source 

Denmark  Acknowledged the decision and referred to the statement from the European Data Protection 

Board (discussed below).  

 DPA will continue to monitor and provide updates on the decision.   

Click here  

Estonia  Organisations relying on Privacy Shield need to review current transfers of personal data 

and consider implementing replacement mechanism to transfer affected personal data, 

including the SCCs.   

Click here 

Finland  Acknowledged the decision and concluded to provide further information on the effects of the 

judgement in due course.  

Click here 

France  Acknowledged the decision and confirmed it is currently conducting a precise analysis of the 

judgment.  

Click here 

Germany – Berlin  Transfers of personal data to the U.S. are currently not possible since U.S. law does not 

provide for an adequate level of protection. 

 Controllers who are subject to the supervision of the Berlin DPA are encouraged to switch 

immediately to service providers within the EU or a country providing an appropriate level of 

protection.  

Click here  

Germany – Federal 

Commissioner 

for Data 

Protection and 

Freedom of 

Information (BfDI) 

 The decision has confirmed and strengthened the role of data protection supervisory 

authorities.  

 Transfers of personal data to the U.S. are still possible subject to implementing the 

additional safeguards explained by the CJEU. 

 Both companies and authorities as well as the supervisory authorities now have the complex 

task of practicing the judgment. 

 The BfDI will make further comments in due course with the main focus being on the revision 

of the standard contractual clauses by the European Commission, as well as the need for 

the U.S. to ensure that the fundamental rights of the EU citizens are assimilated to those of 

U.S. nationals. 

Click here 

https://datatilsynet.dk/presse-og-nyheder/nyhedsarkiv/2020/jul/edpbs-pressemeddelse-om-schrems
https://datatilsynet.dk/presse-og-nyheder/nyhedsarkiv/2020/jul/edpbs-pressemeddelse-om-schrems
https://datatilsynet.dk/presse-og-nyheder/nyhedsarkiv/2020/jul/edpbs-pressemeddelse-om-schrems
https://datatilsynet.dk/presse-og-nyheder/nyhedsarkiv/2020/jul/edpbs-pressemeddelse-om-schrems
https://www.aki.ee/et/uudised/ameerika-uhendriikidesse-isikuandmete-edastust-veelgi-karmistatud
https://www.aki.ee/et/uudised/ameerika-uhendriikidesse-isikuandmete-edastust-veelgi-karmistatud
https://www.aki.ee/et/uudised/ameerika-uhendriikidesse-isikuandmete-edastust-veelgi-karmistatud
https://tietosuoja.fi/-/eu-tuomioistuin-kumosi-paatoksen-privacy-shieldin-tarjoaman-tietosuojan-riittavyydesta
https://tietosuoja.fi/-/eu-tuomioistuin-kumosi-paatoksen-privacy-shieldin-tarjoaman-tietosuojan-riittavyydesta
https://tietosuoja.fi/-/eu-tuomioistuin-kumosi-paatoksen-privacy-shieldin-tarjoaman-tietosuojan-riittavyydesta
https://www.cnil.fr/en/invalidation-privacy-shield-cnil-and-its-counterparts-are-currently-analysing-its-consequences
https://www.cnil.fr/en/invalidation-privacy-shield-cnil-and-its-counterparts-are-currently-analysing-its-consequences
https://www.cnil.fr/en/invalidation-privacy-shield-cnil-and-its-counterparts-are-currently-analysing-its-consequences
https://www.datenschutz-berlin.de/fileadmin/user_upload/pdf/pressemitteilungen/2020/20200717-PM-Nach_SchremsII_Digitale_Eigenstaendigkeit.pdf
https://www.datenschutz-berlin.de/fileadmin/user_upload/pdf/pressemitteilungen/2020/20200717-PM-Nach_SchremsII_Digitale_Eigenstaendigkeit.pdf
https://www.datenschutz-berlin.de/fileadmin/user_upload/pdf/pressemitteilungen/2020/20200717-PM-Nach_SchremsII_Digitale_Eigenstaendigkeit.pdf
https://www.datenschutz-berlin.de/fileadmin/user_upload/pdf/pressemitteilungen/2020/20200717-PM-Nach_SchremsII_Digitale_Eigenstaendigkeit.pdf
https://www.bfdi.bund.de/SiteGlobals/Modules/Buehne/DE/Startseite/Pressemitteilung_Link/HP_Text_Pressemitteilung.html
https://www.bfdi.bund.de/SiteGlobals/Modules/Buehne/DE/Startseite/Pressemitteilung_Link/HP_Text_Pressemitteilung.html
https://www.bfdi.bund.de/SiteGlobals/Modules/Buehne/DE/Startseite/Pressemitteilung_Link/HP_Text_Pressemitteilung.html
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DPA Response Source 

Germany – Hamburg  The decision by the CJEU is welcomed by the DPA as the improvements made by Privacy 

Shield to Safe Harbor (Privacy Shield’s predecessor which was also invalidated) were only 

marginal.  No changes were made with respect to mass surveillance without cause and the 

rights of individuals were not substantially strengthened.  

 The DPA considers the decision to maintain the SCC as an appropriate instrument to be 

inconsistent when considering transfers to the U.S.. 

 The EDPB will have to evaluate the legal and factual situation in recipient countries 

(especially in the U.S. and third countries for which no adequacy decision has been made), 

taking into consideration data access by local authorities and effective legal remedies for 

data subjects. 

 The DPAs have a significant role to play in developing and implementing a common 

strategy.  

Click here 

Germany –  

Rhineland-Palatinate 

 The decision by the CJEU strengthens the rights of individuals. 

 Data transfers made using Privacy Shield are now illegal, and those organisations relying on 

Privacy Shield should immediately switch to another mechanism. If no other mechanism is 

available, the transfer must be suspended. 

 No “grace period” is being provided – transfers made using Privacy Shield have been illegal 

since the verdict. 

 SCCs are still an option to transfer personal data to the U.S. if used in compliance with the 

CJEU’s decision. 

 Proposes a five-step assessment for companies that wish to use SCCs: 

1. Do I transfer data to countries outside of the EU/EEA? 

2. If yes: Do I use SCCs for this third country data transfer? 

3. If yes: Is the data importer in the third country, or one of its sub-contractors, subject to 

obligations that violate Article 7 or Article 8 of the Charter? 

Click here 

https://datenschutz-hamburg.de/pressemitteilungen/2020/07/2020-07-16-eugh-schrems
https://datenschutz-hamburg.de/pressemitteilungen/2020/07/2020-07-16-eugh-schrems
https://datenschutz-hamburg.de/pressemitteilungen/2020/07/2020-07-16-eugh-schrems
https://www.datenschutz.rlp.de/de/themenfelder-themen/datenuebermittlung-in-drittlaender/
https://www.datenschutz.rlp.de/de/themenfelder-themen/datenuebermittlung-in-drittlaender/
https://www.datenschutz.rlp.de/de/themenfelder-themen/datenuebermittlung-in-drittlaender/
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DPA Response Source 

Germany –  

Rhineland-Palatinate 

(cont.) 

a) Generally the case for telecommunication companies in the U.S. because of FISA 702. 

b) Unencrypted data over transatlantic cables may be monitored in the U.S. according to 

Executive Order 12333. 

4. If yes: Can an alternative transfer instrument be used in accordance with Chapter V 

GDPR or does Art. 49 GDPR apply? 

5. If no: Data transfers to this recipient are no longer possible. 

 The DPA prepared a list of initial FAQs and confirmed it would provide a fuller understanding 

of the implications of the decision in due course. 

Click here 

 

Germany – Thuringia  • The decision by the CJEU is welcomed by the DPA, in particular with respect to the 

shortcomings of the ombudsperson mechanism. 

• Deems it unlikely that it is still possible to legally transfer data to the U.S. using SCCs. 

• DPAs will need to increase their enforcement activities on this issue. 

Click here 

Ireland  The decision by the CJEU is welcomed by the DPA, noting that the judgment firmly endorses 

the substance of the concerns expressed by the DPA in the original proceedings.  

 The use of the SCCs to transfer personal data to the U.S. is “questionable”.  This an issue 

that will require further examination.  

 Acknowledges the central role for supervisory authorities across the EU and looks forward to 

giving the judgment meaningful and practical effect. 

Click here  

Liechtenstein  Data transfers made using Privacy Shield are no longer permitted, and those organisations 

relying on Privacy Shield should immediately switch to another mechanism.  

 The DPA refers the possibility of a replacement agreement between the U.S. and the EU 

Commission relating to data transfers. 

 The DPA is in the process of analysing the decision and its consequences for data transfers 

to third countries and will publish further instructions on this shortly. 

Click here 

https://www.datenschutz.rlp.de/de/themenfelder-themen/datenuebermittlung-in-drittlaender/
https://www.datenschutz.rlp.de/de/themenfelder-themen/datenuebermittlung-in-drittlaender/
https://www.datenschutz.rlp.de/de/themenfelder-themen/datenuebermittlung-in-drittlaender/
https://www.tlfdi.de/mam/tlfdi/presse/200716_pressemitteilung.pdf
https://www.tlfdi.de/mam/tlfdi/presse/200716_pressemitteilung.pdf
https://www.tlfdi.de/mam/tlfdi/presse/200716_pressemitteilung.pdf
https://www.dataprotection.ie/en/news-media/press-releases/dpc-statement-cjeu-decision
https://www.dataprotection.ie/en/news-media/press-releases/dpc-statement-cjeu-decision
https://www.dataprotection.ie/en/news-media/press-releases/dpc-statement-cjeu-decision
https://www.datenschutzstelle.li/aktuelles/ungueltigerklaerung-des-eu-us-privacy-shields-durch-den-europaeischen-gerichtshof
https://www.datenschutzstelle.li/aktuelles/ungueltigerklaerung-des-eu-us-privacy-shields-durch-den-europaeischen-gerichtshof
https://www.datenschutzstelle.li/aktuelles/ungueltigerklaerung-des-eu-us-privacy-shields-durch-den-europaeischen-gerichtshof
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DPA Response Source 

Lithuania  Acknowledged the decision and concluded to provide further information on the effects of the 

judgement in due course. 

Click here 

Luxembourg  Acknowledged the decision and concluded to provide further information on the effects of the 

judgement in due course.  In doing so, the DPA will work closely with its counterparts across 

the EU. 

Click here 

The Netherlands   Organisations currently relying on Privacy Shield must consider what other mechanisms may 

be used to transfer personal data to the U.S. 

 Currently examining the practical consequences of the decision and next steps within the 

EDPB. 

Click here  

Norway  Organisations currently relying on Privacy Shield must consider what other mechanisms may 

be used to transfer personal data to the U.S.  

 The DPA will, in collaboration with other DPAs, provide further guidance on how companies 

can comply with the decision.  

Click here 

Poland  The DPA underlines the necessity of a “coherent approach” to the assessment of the 

consequences of the CJEU decision throughout the EU and the necessity of joint actions in 

this respect by national supervisory authorities cooperating within the EDPB, in which the 

DPA is involved. 

Click here 

Romania  Organisations currently relying on Privacy Shield must consider what other mechanisms may 

be used to transfer personal data to the U.S. 

 SCCs are still a valid mechanism for transferring personal data to the U.S. 

Click here 

Slovenia  Organisations currently relying on Privacy Shield must ensure that an alternative transfer 

mechanism is implemented as soon as possible to transfer personal data to the U.S. If this is 

not possible, personal data must not be transferred to the U.S. 

Click here  

https://vdai.lrv.lt/lt/naujienos/europos-sajungos-teisingumo-teismo-sprendimas-del-es-ir-jav-privatumo-skydo
https://vdai.lrv.lt/lt/naujienos/europos-sajungos-teisingumo-teismo-sprendimas-del-es-ir-jav-privatumo-skydo
https://vdai.lrv.lt/lt/naujienos/europos-sajungos-teisingumo-teismo-sprendimas-del-es-ir-jav-privatumo-skydo
https://cnpd.public.lu/en/actualites/international/2020/07/invalidation-privacy-shield.html
https://cnpd.public.lu/en/actualites/international/2020/07/invalidation-privacy-shield.html
https://cnpd.public.lu/en/actualites/international/2020/07/invalidation-privacy-shield.html
https://autoriteitpersoonsgegevens.nl/nl/nieuws/privacy-shield-voor-doorgifte-naar-vs-ongeldig-verklaard
https://autoriteitpersoonsgegevens.nl/nl/nieuws/privacy-shield-voor-doorgifte-naar-vs-ongeldig-verklaard
https://autoriteitpersoonsgegevens.nl/nl/nieuws/privacy-shield-voor-doorgifte-naar-vs-ongeldig-verklaard
https://www.datatilsynet.no/aktuelt/aktuelle-nyheter-2020/privacy-shield-avtalen-mellom-usa-og-eueos-er-opphevet/
https://www.datatilsynet.no/aktuelt/aktuelle-nyheter-2020/privacy-shield-avtalen-mellom-usa-og-eueos-er-opphevet/
https://www.datatilsynet.no/aktuelt/aktuelle-nyheter-2020/privacy-shield-avtalen-mellom-usa-og-eueos-er-opphevet/
https://uodo.gov.pl/en/553/1147
https://uodo.gov.pl/en/553/1147
https://uodo.gov.pl/en/553/1147
https://www.dataprotection.ro/?page=Comunicat_20_07_20&lang=ro
https://www.dataprotection.ro/?page=Comunicat_20_07_20&lang=ro
https://www.dataprotection.ro/?page=Comunicat_20_07_20&lang=ro
https://www.ip-rs.si/novice/sodisce-evropske-unije-razveljavilo-zasebnostni-scit-za-prenos-podatkov-v-zda-privacy-shi-1196/
https://www.ip-rs.si/novice/sodisce-evropske-unije-razveljavilo-zasebnostni-scit-za-prenos-podatkov-v-zda-privacy-shi-1196/
https://www.ip-rs.si/novice/sodisce-evropske-unije-razveljavilo-zasebnostni-scit-za-prenos-podatkov-v-zda-privacy-shi-1196/
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DPA Response Source 

Spain  The DPA indicates the importance of the CJEU decision regarding the fundamental right of 

data protection, particularly in the framework of international transfers to third countries. 

 The DPA will continue to work together with the other the DPAs on a harmonized response 

at an EU level and will participate in the work carried out to adopt a common approach, thus 

guaranteeing a consistent application of the judgment in all the countries of the EU. 

Click here 

Sweden  Transfers of personal data pursuant to Privacy Shield are no longer allowed. Click here 

United Kingdom  Acknowledged the decision and concluded to provide further information on the effects of the 

judgement in due course. 

 Those organisations currently using Privacy Shield can continue to do so until new guidance 

becomes available.  

Click here - 

Statement 

 

Click here - 

Privacy Shield 

https://www.aepd.es/es/derechos-y-deberes/cumple-tus-deberes/medidas-de-cumplimiento/transferencias-internacionales/comunicado-privacy-shield
https://www.aepd.es/es/derechos-y-deberes/cumple-tus-deberes/medidas-de-cumplimiento/transferencias-internacionales/comunicado-privacy-shield
https://www.aepd.es/es/derechos-y-deberes/cumple-tus-deberes/medidas-de-cumplimiento/transferencias-internacionales/comunicado-privacy-shield
https://www.datainspektionen.se/nyheter/europeiska-dataskyddsstyrelsen-diskuterar-privacy-shield-domen/
https://www.datainspektionen.se/nyheter/europeiska-dataskyddsstyrelsen-diskuterar-privacy-shield-domen/
https://www.datainspektionen.se/nyheter/europeiska-dataskyddsstyrelsen-diskuterar-privacy-shield-domen/
https://ico.org.uk/about-the-ico/news-and-events/news-and-blogs/2020/07/ico-statement-on-the-judgement-of-the-european-court-of-justice-in-the-schrems-ii-case/
https://ico.org.uk/about-the-ico/news-and-events/news-and-blogs/2020/07/ico-statement-on-the-judgement-of-the-european-court-of-justice-in-the-schrems-ii-case/
https://ico.org.uk/about-the-ico/news-and-events/news-and-blogs/2020/07/ico-statement-on-the-judgement-of-the-european-court-of-justice-in-the-schrems-ii-case/
https://ico.org.uk/about-the-ico/news-and-events/news-and-blogs/2020/07/ico-statement-on-the-judgement-of-the-european-court-of-justice-in-the-schrems-ii-case/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/international-transfers/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/international-transfers/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/international-transfers/
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/international-transfers/
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Other Body Response Source 

European Commission  The Commissions welcomes the decision as “valuable guidance”, with Commission 

Reynders confirming the validity of the SCCs.  

 The Commission “will continue our work to ensure the continuity of safe data flows” in line 

with the CJEU’s decision, in full respect of the EU law and in line with the fundamental rights 

of the citizens. 

 It is essential to have a “broad toolbox” for international transfers. 

 The Commission has already been working “intensively” to ensure that this toolbox is fit for 

purpose, including the modernisation of the SCCs. 

 Priorities of the Commission are: 

1. Guaranteeing the protection of personal data transferred across the Atlantic. 

2. Working constructively with U.S. counterparts with an aim of ensuring safe transatlantic 

data flows. 

3. Working with the EDPB and national DPAs to ensure our international data transfer 

toolbox is fit for purpose. 

Click here  

European Data 

Protection Board 

(EDPB) 

 The EDPB welcomes the CJEU’s decision as it highlights the right to privacy in the context 

of the transfer of personal data to third countries, and is “one of great importance”.  

 The EDPB notes that it previously questioned Privacy Shield in its reports. 

 With respect to the assessment of whether the countries which data are sent offer adequate 

protection, the EDPB states that the exporter shall take into consideration the content of the 

SCCs, the specific circumstances of the transfer, as well as the legal regime applicable in 

the importer’s country. The examination of the latter shall be done in light of the non-

exhaustive factors set out under Art 45(2) GDPR. 

 The EDPB is looking further into what the additional measures could consist of. 

Click here  

https://ec.europa.eu/commission/presscorner/detail/en/statement_20_1366
https://ec.europa.eu/commission/presscorner/detail/en/statement_20_1366
https://ec.europa.eu/commission/presscorner/detail/en/statement_20_1366
https://edpb.europa.eu/news/news/2020/statement-court-justice-european-union-judgment-case-c-31118-data-protection_en
https://edpb.europa.eu/news/news/2020/statement-court-justice-european-union-judgment-case-c-31118-data-protection_en
https://edpb.europa.eu/news/news/2020/statement-court-justice-european-union-judgment-case-c-31118-data-protection_en


Paul Hastings LLP  9 

Other Body Response Source 

European Data 

Protection Supervisor 

(EDPS) 

 The EDPS welcomes the CJEU’s decision as it reaffirmed the importance of maintaining a 

high level of protection of personal data transferred from the EU to third countries. 

 DPAs have the duty to diligently enforce the applicable data protection legislation and, where 

appropriate, to suspend or prohibit transfers of data to a third country. 

 As the supervisory authority of the EU institutions, bodies, offices and agencies, the EDPS is 

carefully analysing the consequences of the judgment on the contracts concluded by EU 

institutions, bodies, offices and agencies. 

Click here 

U.S. Department of 

Commerce 

 The U.S. Department of Commerce will continue to administer the Privacy Shield program, 

including processing submissions for self-certification and re-certification to the Privacy 

Shield Frameworks and maintaining the Privacy Shield List. 

Click here  

https://edps.europa.eu/press-publications/press-news/press-releases/2020/edps-statement-following-court-justice-ruling-case_en
https://edps.europa.eu/press-publications/press-news/press-releases/2020/edps-statement-following-court-justice-ruling-case_en
https://edps.europa.eu/press-publications/press-news/press-releases/2020/edps-statement-following-court-justice-ruling-case_en
https://www.privacyshield.gov/Program-Overview
https://www.privacyshield.gov/Program-Overview
https://www.privacyshield.gov/Program-Overview
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